# Jenkins and Snyk – a SAST plugin

## Introduction

1. Jenkins:

Jenkins needs to install Google Compute Engine (GCE) plugin to communicate with GCP

1. Snyk:

Snyk is an open-source SAST tool. It can scan source code, and identify vulnerabilities behind it. It has an open-source version and an enterprise-paid version. In this project, we just use its open-source version [1].

## How does Jenkins work?

## How does Snyk work?

First, install the Snyk Security plugin by clicking “Manage Jenkins” on the dashboard, then ”Manage Plugins”-> ”Available”. Search “Snyk Security Plugin” and then install it. After installation, go to “Dashboard” -> “Manage jenkins” -> “Global Tool Configuration” to add a Snyk installation.

Second, get our Snyk API Token. To achieve this, we first register an account in snyk.io website, then visit <https://app.snyk.io/account> page, and copy the auth token in the “Key” input field.

Third, configure the Snyk Security plugin in the Jenkins surface as below [2]:

* Go to "Manage Jenkins" > "Manage Credentials"
* Choose a Store
* Choose a Domain
* Go to "Add Credentials"
* Select "Snyk API Token"
* Configure the Credentials
* Casually input an "ID" but remember because it is needed when configuring the build step.
* Go to "Manage Jenkins" > "Configure System"->”Global properties”, check “Environment variables”, and then add two environment variables as below:

|  |  |
| --- | --- |
| name | values |
| SNYK\_API | https://snyk.io/api/v1 |
| SNYK\_TOKEN | <Snyk API Token>\* |

\* its value varies from different Snyk accounts.

Fourth, configure building a project as below [2]:

* Select a project
* Go to "Configure"
* Under "Build Steps", select "Add build step" then select "Invoke Snyk Security Task" and configure as needed. Here we only configure Snyk API token field and Snyk installation field.
* Under " Source Code Management", select "Git" then fill in “Repository URL” field as whichever our company’s valid git address is(e.g., <https://github.com/redbackoperations/website-frontend>). Fill in other fields as needed

## Review of Snyk

Snyk is a professional SAST tool. It analyses and tests the static code and gives reports showing a detailed analysis of the code and a list of all bugs. More importantly, its open-source version is enough for our team to use. Another famous SAST tool is called Checkmarx, which also has its Jenkins integration plugin. After the plugin installs, and before compilation begins, source code analysis of Checkmarx can be executed to identify security vulnerabilities. However, this tool is commercial and has to be paid for. Therefore, from the price point of view, this software is also more suitable.

## Conclusion
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